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Compass 
Assessment Report  
School management system. 

                                      
                         

Age restriction None 

Version  Paid 

Website https://www.compass.education 
 

Terms of use/Privacy policy https://sites.google.com/a/jdlf.com.au/policies/policies 
https://sites.google.com/a/jdlf.com.au/policies/privacy 
 

Data location Within Australia 

Category School Management Software 

Personal information requested • Student name 
• Date of Birth 
• Telephone number 
• Class details 
• Student work/content 
• Student behaviour 
• Gender 
• Grades or Performance 
• Parent email  
• Parent Financial information 

• Student email 
• Address 
• School name 
• School year 
• Student attendance 
• Profile or other photos  
• Medical or Health 
• Videos 
• Parent mobile number 
• Parent letters (consent) 

Parent/guardian consent Notification required 

 

   

Compass 
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Please review the information provided in the table below.  Not all information may apply to your school’s use of the applications.  
Please cut and paste the below information into your notification form to parents. 

Name 
Compass 
https://www.
compass.educati
on 
  

Category 
School 
Management 
Software 

Information provided: 
Student name, student email, 
date of birth, address, phone 
number, school name, class 
details, school year, student 
work, attendance, behaviour, 
profile or other photos, gender, 
medical or health, grades or 
performance, financial 
information, videos, parent 
email, mobile, financial 
information and letters 
(consent). 
How the information is used: 
School management system. 
Where the information is 
stored: 
Within Australia 

Terms of Use / Privacy Policy 
https://sites.google.com/a/jdlf.com.au/policie
s/policies 
 
https://sites.google.com/a/jdlf.com.au/policie
s/privacy 
 
 

Please note: While the information in this review is considered true and correct at the date of publication, subsequent changes to 
the software or vendor policy may impact its accuracy. 

This information has been provided to you as a confidential service and should not be forwarded electronically or in hard copy to 
third party service providers. 

Date of Assessment:  1 October 2019 

TIPS FOR PROTECTING PERSONAL INFORMATION  
Practice and teach safe online practices (see below) 

 

Creating strong passwords 
Passwords created with a combination of upper and lowercase letters, numerals and special characters make it 
more difficult for other people to guess. 
 

 

 

   

Compass 
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Monitor WA 
Assessment Report  
Custom solutions for integrating 
smartcards with cash free payment 
systems. 

 

                                    

 
                         

Age restriction None  (Adjust as required) 

Version  Paid 

Website https://www.monitorwa.com.au/  
https://www.monitorwa.com.au/store/en/privacy-notice  

Terms of use/Privacy policy N/A 

Data location Within Australia 

Category SmartRider card management 

Personal information requested • Student name 
• Date of Birth 

 

• School name 
• Profile or other photos  

 

Parent/guardian consent Notification required 

 

   

Monitor WA 
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Please review the information provided in the table below.  Not all information may apply to your school’s use of the applications.  
Please cut and paste the below information into your notification form to parents. 

Name 
Monitor WA 
https://www.
monitorwa.com.a
u/ 

Category 
SmartRider card 
management 

Information provided: 
Student name, date of birth, 
school, profile or other photos. 
How the information is used: 
SmartRider card ordering with 
optional canteen payments. 
Where the information is 
stored: 
Within Australia 

Terms of Use / Privacy Policy 
N/A 
 
 

Please note: While the information in this review is considered true and correct at the date of publication, subsequent changes to 
the software or vendor policy may impact its accuracy. 

This information has been provided to you as a confidential service and should not be forwarded electronically or in hard copy to 
third party service providers. 

Date of Assessment:  1 October 2019 

TIPS FOR PROTECTING PERSONAL INFORMATION 
Practice and teach safe online practices (see below) 

 

Data minimisation 
Only provide personal information that is essential for use of the service.  Reconsider sharing any optional 
information including photos.  Remind students not to post any photos of other people without permission from the 
individual and parent. 
Highest privacy settings 
Always check the privacy settings available and apply the highest level. 
Creating strong passwords 
Passwords created with a combination of upper and lowercase letters, numerals and special characters make it 
more difficult for other people to guess. 
 

 

 

   

Monitor WA 
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Passtab 
Assessment Report  
This is a visitor and student 
management solution for primary and 
secondary schools.  

 

                                    

 
                         

Age restriction None 

Version  Paid subscription 

Website https://passtab.com 

Terms of use/Privacy policy https://passtab.com/privacy.html 
 

Data location Within Australia 

Category Visitor and student management system 

Personal information requested • Student name 
• Date of Birth 
• Class details 
• Medical or Health (sick bay visits 

option) 
• Profile or other photos (visitor 

option) 

• Student email 
• School name 
• School year 
• Student attendance (late 

arrivals and early leavers) 
 

Parent/guardian consent Notification required 

Overall Rating 

 

   

Passtab 
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Please review the information provided in the table below.  Not all information may apply to your school’s use of the applications.  
Please cut and paste the below information into your notification form to parents. 

Name 
Passtab 
https://passtab.
com 

Category 
Student and 
visitor 
management 
system 

Information provided: 
Student name, student email, 
date of birth, school, class 
details, school year, attendance 
(late arrivals and early leavers), 
profile or other photos (visitor 
option) and medical or health 
(sick bay visits option).  
How the information is used: 
This is a visitor and student 
management system. 
Where the information is 
stored: 
Within Australia 

Terms of Use / Privacy Policy 
https://passtab.com/privacy.
html 
 
 

Please note: While the information in this review is considered true and correct at the date of publication, subsequent changes to 
the software or vendor policy may impact its accuracy. 

This information has been provided to you as a confidential service and should not be forwarded electronically or in hard copy to 
third party service providers. 

Date of Assessment:  1 October 2019 

TIPS FOR PROTECTING PERSONAL INFORMATION 
Practice and teach safe online practices (see below) 

 

Data minimisation 
Only provide personal information that is essential for use of the service.  Reconsider sharing any optional 
information including photos.  Remind students not to post any photos of other people without permission from the 
individual and parent. 
Highest privacy settings 
Always check the privacy settings available and apply the highest level. 
Creating strong passwords 
Passwords created with a combination of upper and lowercase letters, numerals and special characters make it 
more difficult for other people to guess. 
 

 

 

   

Passtab 
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SEQTA 
Assessment Report  
Teaching and learning management 
system (LMS) that brings teachers, 
administrators, parents and students 
together. 

 

                                    

 
                         

Age restriction None 

Version  Paid 

Website https://seqta.com.au 

Terms of use/Privacy policy https://seqta.com.au/privacy/ 
https://seqta.com.au/collection/ 

Data location Within Australia 

Category Teaching and Learning Management System 

Personal information requested • Student Username  
• Student name 
• Date of Birth 
• Telephone number 
• Class details 
• Student work/content 
• Student behaviour 
• Gender 
• Grades or Performance 
 

• Student password 
• Student email 
• Address 
• School name 
• School year 
• Student attendance 
• Profile or other photos  
• Medical or Health 
• Videos 

 

Parent/guardian consent Notification required 

 

   

SEQTA 
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Please review the information provided in the table below.  Not all information may apply to your school’s use of the applications.  
Please cut and paste the below information into your notification form to parents. 

Name 
Seqta 
https://seqta.
com.au 

Category 
Teaching and 
Learning 
Management 
System 

Information provided: 
Student Username and 
password, student name, 
student email, date of birth, 
address, phone number, school, 
class details, school year, 
student work, attendance, 
behaviour, profile or other 
photos, gender, medical or 
health, grades or performance, 
videos. 
How the information is used: 
A teaching and learning 
management system (LMS) that 
brings teachers, administrators, 
parents and students together. 
Where the information is 
stored: 
Within Australia 

Terms of Use / Privacy Policy 
https://seqta.com.au/privacy/ 
 
https://seqta.com.au/collection/ 
 

Please note: While the information in this review is considered true and correct at the date of publication, subsequent changes to 
the software or vendor policy may impact its accuracy. 

This information has been provided to you as a confidential service and should not be forwarded electronically or in hard copy to 
third party service providers. 

Date of Assessment:  1 October 2019 

   

INFORMATION YOU SHOULD KNOW 
 

• This service enables students to upload content.  Teachers should supervise students to ensure they only upload 
personally identifiable content, including photos, that are required. 

•  

TIPS FOR PROTECTING PERSONAL INFORMATION    
Practice and teach safe online practices (see below) 

 

Account creation and use 
Students may use their Department email address but should not use their Department sign-on password when 
setting up an account. 
Data minimisation 
Only provide personal information that is essential for use of the service.  Reconsider sharing any optional 
information including photos.  Remind students not to post any photos of other people without permission from the 
individual and parent. 
 

 

 

   

SEQTA 
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Stile 
Assessment Report  
Science lessons for use in year 7-10 
classrooms. 

 

                                     

                         
Age restriction None   

Version  Paid 

Website https://stileeducation.com/ 

Terms of use/Privacy policy https://stileeducation.com/privacy 
https://stileeducation.com/security 

Data location Within Australia 

Category References & Resources 
Interactive science 

Personal information requested • Student name (optional) 
• Class details 
• Student work/content  
• Grades or Performance 

(optional) 
 

• Student email (optional) 
• School name 
• Student attendance (optional) 
• Videos (optional) 

 

Parent/guardian consent Notification required 

 

   

Stile 
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Please review the information provided in the table below.  Not all information may apply to your school’s use of the applications.  
Please cut and paste the below information into your notification form to parents. 

Name 
Stile 
https://stileeduca
tion.com/ 

Category 
References & 
Resources 
 
Interactive 
science 

Information provided: 
Student name (optional), 
student email (optional), 
school, class details, student 
work, attendance (optional), 
grades or performance 
(optional) and videos (optional). 
How the information is used: 
This service provides science 
lessons for use in year 7-10 
classrooms. 
Where the information is 
stored: 
Within Australia 

Terms of Use / Privacy Policy 
https://stileeducation.com/privacy 
 
https://stileeducation.com/security 
 
 

Please note: While the information in this review is considered true and correct at the date of publication, subsequent changes to 
the software or vendor policy may impact its accuracy. 

This information has been provided to you as a confidential service and should not be forwarded electronically or in hard copy to 
third party service providers. 

Date of Assessment:  27 November 2019 

TIPS FOR PROTECTING PERSONAL INFORMATION   
Practice and teach safe online practices (see below) 

 

Data minimisation 
Only provide personal information that is essential for use of the service.  Reconsider sharing any optional 
information including photos.  Remind students not to post any photos of other people without permission from the 
individual and parent. 
Using aliases/nicknames 
Where possible, consider using non-identifying user names e.g. first name, first two letters of last name and a series 
of numbers e.g. JennBr25.  Numerals chosen could be based on day of birth, house number, etc. to help young 
children remember.  
 

 

 

   

Stile 
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TV4Education 
Assessment Report  
This is an education video library 
available to schools. There are a range 
of educational channels, resources and 
learning tools. 
 

 

                                     

                         

Age restriction None   

Version  Paid 

Website https://www.functionalsolutions.com.au/TV4Education 

Terms of use/Privacy policy https://www.functionalsolutions.com.au/TsandCs 
 

Data location Within Australia 
 

Category References & Resources 

Personal information requested • Student Username  
• Student name 
• Date of Birth 
• Class details 

 

• School name 
• School year 
• Profile or other photos  
• Gender 

Parent/guardian consent Notification required 

 

   

TV4Education 
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Please review the information provided in the table below.  Not all information may apply to your school’s use of the applications.  
Please cut and paste the below information into your notification form to parents. 

Name 
TV4Education 
https://www.
functionalsolutions.com.au/
TV4Education 

Category 
References 
& Resources 

Information provided: 
Student Username, student name, date of 
birth, school, class details, school year, 
profile or other photos and gender. 
How the information is used: 
An education video library. 
Where the information is stored: 
Within Australia 

Terms of Use / Privacy Policy 
https://www.functional
solutions.com.au/TsandCs 
 
 

Please note: While the information in this review is considered true and correct at the date of publication, subsequent changes to 
the software or vendor policy may impact its accuracy. 

This information has been provided to you as a confidential service and should not be forwarded electronically or in hard copy to 
third party service providers. 

Date of Assessment:  1 October 2019 

TIPS FOR PROTECTING PERSONAL INFORMATION   
Practice and teach safe online practices (see below) 

 

Creating strong passwords 
Passwords created with a combination of upper and lowercase letters, numerals and special characters make it 
more difficult for other people to guess. 
Using aliases/nicknames 
Where possible, consider using non-identifying user names e.g. first name, first two letters of last name and a series 
of numbers e.g. JennBr25.  Numerals chosen could be based on day of birth, house number, etc. to help young 
children remember.  
 

 

 

   

TV4Education 
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Zoom 
Assessment Report  
Web conferencing tool. 
 
                                      

                         

Age restriction 16+ to hold an account 

Version  Paid 

Website https://zoom.us/ 
 

Terms of use/Privacy policy https://zoom.us/terms 
https://zoom.us/docs/en-us/schools-privacy-statement.html 
https://zoom.us/privacy 
 

Data location Within Australia 

Category Web Conferencing 

Personal information requested • Staff/teacher name 
• Staff/teacher personal 

information 
• Student email 
• School name 

 

• Staff/teacher email 
• Student name 
• Student photos or videos  
• Student other data 
 

Parent/guardian consent Notification required 

 

   

Zoom 
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Please review the information provided in the table below.  Not all information may apply to your school’s use of the applications.  
Please cut and paste the below information into your notification form to parents. 

Name 
Zoom 
https://zoom.us/ 
 

Category 
Web 
conferencing 

Information provided: 
Staff/teacher: name, email, 
personal information  
Student: name, email, photos or 
videos, other data  
These could fall in other data: 
school 
How the information is used: 
Web conferencing platform.  
Where the information is 
stored: 
Within Australia 
 

Terms of Use / Privacy Policy 
https://zoom.us/terms 
 
https://zoom.us/docs/en-
us/schools-privacy-
statement.html 
 
https://zoom.us/privacy 
 
 

Please note: While the information in this review is considered true and correct at the date of publication, subsequent changes to 
the software or vendor policy may impact its accuracy. 

This information has been provided to you as a confidential service and should not be forwarded electronically or in hard copy to 
third party service providers. 

Date of Assessment:  November 2020 

   

INFORMATION YOU SHOULD KNOW  
 

• Students over the age of 16 years old can hold accounts as specified in the vendor’s Privacy Policy or Terms of 
Use. 
 

TIPS FOR PROTECTING PERSONAL INFORMATION   
Practise and teach safe online practices (see below) 

 

Highest privacy settings 
Always check the privacy settings available and apply the highest level. 
Using aliases/nicknames 
Where possible, consider using non-identifying user names e.g. first name, first two letters of last name and a series 
of numbers e.g. JennBr25.  Numerals chosen could be based on day of birth, house number, etc. to help young 
children remember.  
 

 

 

   

Zoom 
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